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FOREWORD 

 

             We welcome you to the First International Conference on Information Technology 

Applications and Systems (ICITAS) held February 3, 2018 in Surabaya, East Java, Indonesia. 

ICITAS 2018 provides a highly competitive forum for global exploration of the latest 

developments in Information Technology and their direct impact on the economic 

sustainability. Therefore, we carefully chose and embraced the theme of this conference as 

“Managing Digital Development for Sustainable Economy”.  

We are pleased to present the proceedings of the conference as its published record. In 

overall, the technical committee has selected 40 papers to be published, which comprises 

authors from various countries and regions. The topics may include, but not limited to the 

following: Information and Communication Technology, Business and Economics 

Applications, and Applications of Digital Media Technology in Arts Design.  

We want to express our gratitude to the members of the Program Committee and the 

Technical Committee, as well as the external reviewers for their hard work in reviewing all 

the submission papers. We also thank the three invited speakers, Prof Nai-Wei Lo (National 

Taiwan University of Science and Technology), Prof. Kamarul Hawari bin Ghazali 

(Universiti Malaysia Pahang), and Mr. Kresnayana Yahya, for sharing their insights with us. 

Finally, the conference would not be possible without the excellent papers contributed by 

authors. We thank to all the authors for their contributions and their participation in ICITAS 

2018! We hope that this program will further stimulate research in Information Technology 

systems and their applications in the present time and in the future, and provide practitioners 

with better techniques, algorithms, and tools for deployment.  

 

 

Dr. Jusak 

 

 

General Chair of the ICITAS 2018 
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PERSONAL IDENTITY 

Name : Kamarul Hawari bin Ghazali 

Sex : Male 

Place/Date of Birth : Batang Kali/ September 9, 1973 

Office Address : Faculty of Electrical and Electronics Engineering, Universiti 

Malaysia Pahang, Pekan, 25200 

Phone : +6017 7712224 

 

CAREER HISTORY 

• 1995 - 1998: Engineer,Time Cel Sdn. Bhd (subsidiary of TIME Engineering) 

• 1998 - 2001: Lecturer, Institut Teknkologi Perindustrian, Kumpulan Pendidikan Yayasan 

Pelajaran Johor (IPTS) 

• 2001 - 2002: Lecturer, Politeknik Johor Bahru, Jalan Kongkong Masai, Johor 

• 2002 - 2009: Lecturer at Faculty of Electrical and Electronics Engineering, Universiti 

Malaysia Pahang 

• 2010 – 2012: Deputy Dean Research and Postgraduate Studies, Faculty of Electrical and 

Electronics Engineering, 

Universiti Malaysia Pahang 

• Feb 2014 till present: 

Dean of Faculty of Electrical and Electronics Engineering, Universiti Malaysia Pahang 

• 1 March 2017 till present: 

Professor at Faculty of Electrical and Electronic Engineering, UMP 

 

CURRENT POSITION 

• Professor and Dean - Faculty of Electrical and Electronics Engineering 
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FIELD OF SPECIALIZATION 

• Machine Vision System, Image Processing, Signal Processing, Intelligent System, Vison 

Control, Computer Control System, Thermal Imaging Analysis (in all related applications - 

Electrical, Medical, Environment) and Computer Engineering.  

 

THERMAL IMAGING APPLICATION: THERMAL - VISIBLE FUSION 

FOR HUMAN DETECTION 

 

Abstract - An increased interest in detecting human beings in video surveillance system has 

emerged in recent years. Multisensory image fusion deserves more research attention due to 

the capability to improve the visual interpretability of an image. This study proposed fusion 

techniques for human detection based on multiscale transform using grayscale visual light 

and infrared images. The samples for this study were taken from online dataset. Both images 

captured by the two sensors were decomposed into high and low frequency coefficients using 

Stationary Wavelet Transform (SWT). Hence, the appropriate fusion rule was used to merge. 

The coefficients and finally, the final fused image was obtained by using inverse SWT. From 

the qualitative and quantitative results, the proposed method is more superior than the two 

other methods in terms of enhancement of the target region and preservation of details 

information of the image.  
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Keynote Speaker 2 

 

Dr. Nai-Wei Lo got his Ph.D. degree in Electrical Engineering from State University of New 

York at Stony Brook, USA, in 1998. He worked as research assistant at TNT Information 

Systems Inc. in 1997 to 1998. From 1998 to 2000, he worked at H&L Technique Inc. as a 

software consultant for AT& T Business and Global Services. From 2000 to 2002, he worked 

at Lucent Technologies as member of technical staff. 

Dr. Nai-Wei Lo joined the Department of Information Management in National Taiwan 

University of Science and Technology in 2003, and he has become professor from 2015. In 

addition, he has been the director of Taiwan Information Security Center, National Taiwan 

University of Science and Technology (TWISC@NTUST) since 2014. His research interests 

include smart grid security, IoT/IoV security, web technology, and cloud security. 

 

Keynote Speech Title: Indoor Positioning-based Mobile Payment System 

Using BLE Technology 
 

Abstract – The development of information technology has paved the way for faster and 

convenient payment process flows and new methodology of design and implementation for 

next generation payment system. The usage growth of smartphones in nowadays has fostered 

a new and popular mobile payment environment. Most of the current generation smartphones 

support BLE technology to communicate with nearby BLE-enabled devices. It is plausible to 

construct an Over-the-Air BLE-based mobile payment system as one of the payment methods 

for people living in modern societies. In order to secure the BLE-based mobile payment 

system, a secure indoor positioning-based mobile payment authentication protocol and 

corresponding mobile payment system is designed. The authentication protocol consists of 

three phases: initialization phase, session key construction phase, and authentication phase. A 

prototype is implemented to assess the performance of the designed mobile payment system. 
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Keynote Speaker 3 

 

 

Krenayana Yahya is a Director of Enciety Business Consult and also aLecturer at 

Department of Statistics ITS. Not only served as Director of Enciety Business Consult, this 

Jakarta-born man is also listed as a Commissioner of PT Petrokimia Gresik. In addition he is 

also a Board of Trustees LEAD Indonesia (one of the program The Foundation of Sustainable 

Development or Foundation for Sustainable Development of the UK). Not only that, a 

number of important positions in several organizations such as the Chairman of the 

Association of Indonesia Manager Surabaya Branch, President of the Association of 

Indonesian Marketing area of East Java, and various other important positions in the field of 

statistics, environment, marketing to democracy. Mr. Yahya who holds a master's degree at 

the University of Wisconsin, USA is known to actively fill interactive dialogue in various 

mass media such as Suara Surabaya and JTV radio. His writing was often appeared in print 

media Java Post and Kompas Daily. 

 

Keynote Speech Title : Digital development for sustainable economy 
 

Abstract - The development issues today is strongly related to the developments of 

Technology. Technology introduction to a society is mainly a choice and related to the 

readiness to accept and utilized for the good of the improvement of welfare.  Digitalization 

becomes a mean and a purpose to achieve sustainable development. Educating the young and 

bridging the digital divide becomes the most important aspect before to decide what and 

which technology should be implemented in a society, in a public sector and overall for 

business development. Disruptions will come and replacing, renewing, through innovation 

and developing application to reduce time, increasing speed and integrating most activities 

that reduce the impact on the degradation of the earth.  

The role of development should define and prioritize the steps toward improving 

quality of life through managing the digital policy in the stages of development. 

Consideration the impact and the negative side of the use of IT should be anticipated through 
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policy developments. Technology by itself is neutral, but preparing the infrastructure to used, 

to be used by whom and for what purposes will the main cause to regulate. The digital divide 

should be considered as a real concern not to widen the welfare gaps and the increase of 

economic disparity. 

Currently in Indonesia the IT Index of developments showed that Jakarta has the most 

advanced IT usage, Infrastructure and supported for business, while most villages and outer 

Island like Papua has very poor access for internet 

Indonesian archipelago has its problems in disparity of level  support for mostly several 

infrastructure. Better and more justice in prioritizing is on the way to make it even and more 

welfare instruments will cover. 

On the other hand better access for communication and improving connectivity will 

improve the chances to integrate IT with most public sectors like transportation, online 

courses, retail, and public utility access. The future of IT will certainly a great help for human 

development in general. The improvement of policy development will be a real support for 

most development instrument. Specifically policy development for digitalization will be most 

valuable through the better understanding and the right implementation of sustainable 

development 
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Abstract --The use of internet technology continues to increase, 

not least for the health world. Ease of access to information of 

a hospital is needed by people who want to do both emergency 

and periodic checks, one of which is the registration process 

and schedule information doctors at the hospital. In addition, 

easy access to information by doctors who do to know the 

history of patients who are treated is also very necessary. the 

existence of cloud computing technology, the problem can be 

solved by making network infrastructure by using one of cloud 

computing service that is Infrastructure as a Service (Iaas). 

With this infrastructure, one hospital with another hospital 

can connect to each other use cloud computing network, with 

the help of VMWare virtualization technology and Network 

Attached Storage (NAS) data storage. In addition, Mobile-

based E-Hospital Applications are made. On the server made 

database that contains information about the patient 

registration data, life history, schedule doctors And the 

diagnosis of the patient. . In terms of data security application 

is applied encryption and data decryption using Blowfish 

algorithm so that data delivery process that happened can be 

more secure. In the encryption process E-Hospital so The 

length of the key used does not affect the timing of the 

encryption and decryption process. 

 

Keywords : Cloud Computing, Android, Blowfish 

 

 

I. INTRODUCTION 

 

 The Internet is a computer network that can connect 

companies with the public domain, that is individuals, 

communities, institutions, and organizations as well as 

between companies[12][13][14]. This path is an effective 

path that a company can use. ranging from exchange of data 

and information to payment transactions can be done 

quickly and cheaply through the internet. Looking at 

technological developments that have progressed, it will be 

easier if the data transactions that occur in the hospital 

moved into a computation system. An e-hospital concept 

that is formed from an integrated system to be able to 

present data quickly, accurately and transparently. Patient 

data search process, patient medical history, doctor 

handling, diagnosis, and so forth can be done within minutes 

by using e-hospital service. In addition communication 

between hospitals can be easier starting from the patient's 

medical records and communication between doctors can be 

done using cloud computing[15][17][18][20]. 

 

 The emergence of cloud computing is motivated by the 

needs of the industrial world and computerization will be 

the shared use of scattered computing resources, but can be 

used as needed [4]. Cloud computing refers to an on-

demand, self-service Internet infrastructure that enables the 

user to access computing resources anytime from anywhere 

[1]. So cloud computing services can be available quickly 

and reduce interaction with cloud computing service 

providers. Appears several types of cloud computing based 

on network conditions, user scope and user needs 

specifications, resulting in private cloud, public cloud, 

community cloud and hybrid cloud computing [4][16][20]. 

 

There have been several studies that have been done 

previously related to the use of cloud computing in 

hospitals, including research on the implementation of 

mobile systems that enable data storage, update and data 

collection using cloud computing[16][19][20]. The 

Healthcare mobile app is developed using the google 

Android operating system that provides data and image 

management (supports DICOM format and JPEG 2000 

encoding) patient health. On the server side this research 

utilizes the Amazon's S3 Cloud Storage Service. [2]. In 

other studies utilizing sensor networks to monitor the health 

status of patients, in this case the sensor data collected and 

sent to the cloud. Different users like hospitals, clinics, 

patients or even researchers can access data from cloud 

networks. With the help of wireless Sensor Network (WSN) 

is expected to provide benefits such as saving the cost of 

hospital institutions with the creation of data management 

automation is done in real time from various sensors and 

disseminate information efficiently to the medical team [6] 

[8][9] 

 

In terms of data security at the hospital there are some 

previous studies that have been done that is on research [5] 

mailto:norma@stikom.edu
mailto:anjik@stikom.edu
mailto:teguh@stikom.edu
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addressing security needs in online communication, 

especially in the E-Health domain focusing on providing 

different security for different types of communication in e-

Health, where each communication transmits the type of 

information with different levels of sensitivity. This 

research uses Multi Agent System (MAS) to develop agent 

based system that can serve distributed process. This 

research integrates various types of encryption algorithms to 

provide different security needs for each type of 

information. MAgSeM is a security model generated in this 

study consisting of eight agents, which are skilled to 

complete their goals as well as the overall system goals 

autonomously. In [3][10] Encryption and access control are 

required for ensuring proper authorization and 

confidentiality for patient records. Strong authentication and 

audit logs are required to ensure access only by those 

allowed. This research discuss differences in security 

technologies and details the ones used in system. A new 

encryption technology called policy-based encryption 

proves to be quite useful within a health care environment 

for both encryption and access control. 

 

 In this research is built cloud computing network 

infrastructure and e-Hospital applications that can access 

information that wanted to know by the public as quickly 

and as informative as possible. Especially in the world of 

health, where patients want that Hospital information in the 

form of doctor's schedule, inpatient information, patient 

history data, and others can be accessed easily[8]. By 

utilizing the progress of information technology, then the 

hospital data can be placed on the cloud computing network 

system to accelerate data access. So in this research will be 

applied Blowfish encryption algorithm on e-hospital system. 

Access information from the client used smatphone Android 

device. Data access consists of two types: public cloud e-

hospital and private cloud e-hospital, it aims to distinguish 

data that can be seen by public or other hospitals with data 

that is private to the hospital itself 

 

II. RESEARCH METHODS 

 

Cloud Computing is a combination of the use of 

computer technology and Internet-based development. The 

latest developments in computer system technology that 

allows users to spend only in accordance with the usage so 

as to offer high-quality timely technology solutions.The  

access limititaion on the system right now, it can be handle 

with cloud computing, it is included by mobile user. the 

condition of internet connection available, health data in the 

cloud can be accessed anywhere and anytime. In this 

research is built Cloud Computing network infrastructure 

that can be a bridge to connect and integrate between 

hospital one with other hospital[19][20]. And followed by 

the creation of applications and data security to support this 

infrastructure. 

 

A. Cloud Computing Network Infrastructure Design 

 

Here is an overall system of integration of cloud computing 

networks: 

 

Figure 1 is a cloud computing network infrastructure 

consisting of several network components such as on the 

server side there are 2 PCs used as simulation 2 hospital 

servers. On each PC server is installed VMWare ESX 4.1 as 

the virtualization host. Next to the external storage there is 

NAS (Network-Attached Storage) used for data storage on 

the server. NAS is integrated with 2 servers so NAS storage 

can be used to install 2 Vistual Machine in the form of 

Operating System which can be used as data center. 

Operating System used is Ubuntu Server and Windows 7. In 

each virtualization host there are 1 operating system 

Windows 7 to install e-hospital application, Application on 

every Operating System used in accessing 3 different user 

that is admin, doctor and patient. Inside the Cloud network 

there are 3 routes, namely mikrotik router. While on the 

Cloud network there is MPLS to connect a network. 

 
Fig 2. Public and Private Cloud Block Diagram On the Application 

Accessing side 

 

Figure 2 describes the cloud work system in the 

hospital is divided into two categories: public cloud and 

private cloud. What distinguishes between public cloud and 

private cloud is the public cloud can be accessed by all users 

ie patients, doctors and medical records officer. While the 

private cloud can only be accessed by doctors and medical 

records, it aims to store the classified data in each hospital. 
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Fig 1. Illustration of Cloud Network Infrastructure

  

. 

the data access from public cloud E-Hospital. It 

appears that the E-Hospital private cloud in each hospital is 

connected to the E-Hospital public cloud installed on the 

cloud service provider's premises. Doctors, medrec officers, 

and other systems in hospitals can access public cloud E-

Hospital services through E-Hospital's private cloud. In 

addition, doctors and medrec officers can also directly 

access public E-Hospital services. Another thing that is 

different from public E-Hospital is public E-Hospital also 

provides services for patients to see the resume of his 

medical record. But here patients can not access in detail the 

medical record resume data on private E-hospital, because 

for the patient there is a separate limit for accessing data. 

 

Here is the design stage to build cloud computing network 

infrastructure: 

1. Cloud network infrastructure design 

The initial step of creating a cloud network 

infrastructure is to install Windows OS 7 64 bit on PC 

Server, then install and configure virtual host on PC 

Server that is with VMWare ESX 4.1. after the server is 

completed, the NAS is configured and connected with 

VMWare ESX 4.1 as its external storage server. The 

NAS application used is FreeNAS. After the external 

storage or data center server is connected, continued by 

connecting or searching the path using MPLS 

technology, once all is integrated then followed by 

testing system cloud. 

2. Cloud Computing system design between server, client 

and NAS 

This cloud server system is done with NAS applications 

that are placed on the server side which will be 

connected on the client side that will access from the 

application to be created. Inside Freenas there is ISCSi 

setting which is a bridge connecting data center with 

server. On the client side used is VMWare ESX 4.1 as 

the host that will supervise some virtual machine 

operating system. The operating system used with 

virtual machines in is windows server 2003 Enterprise 

Edition SP 2. In the client side the access can be used 

via PC, laptop and Smartphone. And then all connected 

to the cloud network from the external side of storage, 

server and client with virtualization technology. 

3. Designing server with virtual machine 

The step to build a cloud server using virtual machines 

ranging from VMWare Workstation 8 and VMWare 

ESX 4.1 configuration to virtual system integration. 

The initial process is done by configuring VMWare 

workstation 8 because it is software that can install and 

enable using more than one operating system. Next on 

VMWare Workstation install VMWare ESX 4.1 to get 

IP DHCP network. Still on VMWare workstation 8, 

install and configure again for windows server 2003 

Enterprise Edition SP2 x64 until all installed, followed 

by configuring Vcenter Server 4.1 on windows server 

2003 and static IP setting which IP is diguankan by 

Vcenter 

4. Designing servers for public cloud and Private Cloud 

on the application  

Cloud working system in the hospital is divided into 

two categories: public cloud and private cloud. What 

distinguishes between public cloud and private cloud is 

the public can be accessed by all users ie patients, 

doctors, and medical record officer, while the private 

cloud can only be accessed by doctors and medical 

records because the data stored is classified confidential 

data for the hospital. 

5. Designing Own cloud Data Application for E-Hospital 

Information System 

The design of own cloud data applications for E-

Hospital information systems starting from accessing 

the database own cloud contained in the database server 

as the operating system. Furthermore, the user can login 

on the application created, either as admin or as a 

hospital doctor.  
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A. Design E-Hospital Application  

In this research is made an e-hospital application that 

will integrate the information data from the hospital in the 

form of patient history, doctor schedule and diagnostic 

results that will be embedded in the cloud server where the 

data in inputkan will be in safe mengguanakan Blowfish 

method through encryption process and description. 

Applications that have been created will be accessed use 

Android platform. Here, data accessed by the user there are 

two kinds of data, namely private data and public data. 

Private data is data that can be accessed by certain parties 

only for example data that can only be seen by doctors, 

while public data is data that can be accessed publicly. 

Users who can access private data are doctors, while public 

data are patients and hospital medical personnel. To share 

data between hospitals can be accessed public data. 

Figure 3 this below explains that the first step that 

occurs on the client side where the user is charging data 

accessed via smartphone (Android) and then done data 

encryption using blowfish method, before encryption 

process there is keyword. The keyword at the time of 

encryption is the same as the keyword in the decryption 

process (private key). After that the data that has been 

encrypted will be a chipertext (data that has undergone the 

encryption process). On the server side that is when the user 

wants to access the data that has been stored is done 

decryption process so that the ciphertext can be read by the 

user, enter the same keyword when doing the encryption. 

Then the server will look for it on the NAS (data center) and 

will be displayed. 

 
Fig 3. Flowchart System 

 

 

B. Blowfish Algorithm [7][10][11] 

Blowfish is included in 64-bit Cipher block encryption 

with key lengths ranging from 32-bit to 448-bit [7]. The 

Blowfish algorithm consists of two parts: Key-Expansion 

and Data Encryption. Data Encryption consists of a simple 

function iteration (Feistel Network) 16 times round. All 

operations are additions and XOR on 32-bit variables. 

 

In the Blowfish algorithm[10], many subkeys are used. 

These keys must be calculated or generated first before 

encryption or decryption of data. In the feistel network, 

Blowfish has 16 iterations, the input is a 64-bit data element 

or call it "X". Blowfish is also a block cipher, which means 

during the encryption and decryption process, Blowfish will 

divide the message into blocks of the same length. The 

block length for the Blowfish algorithm is 64-bit. Messages 

that are not multiples of eight bytes will add additional bits 

(padding) so that the size for each block is the same. 

 

            Transmitter                Receiver 

 

 

 

 

 
Figure 4 Block Diagram Modeling System on Blowfish 

  

 Blowfish includes encryption block Cipher 64-bit with 

key lengths that vary between 32-bit to 448-bit. Blowfish 

algorithm consists of two parts[10][11]: 

1. Key-Expansion 

It functions to change the lock (Minimum 32-bit, 

Maximum 448-bit) into multiple subkey arrays with a 

total of 4168 bytes. 

2. Data Encryption 

Consists of a simple function iteration (Feistel 

Network) 16 times round. Each round consists of key-

dependent permutations and key- and data-dependent 

substitutions. All operations are additions and XOR on 

32-bit variables. Other additional operations are just 

four table lookup of indexed arrays for each round. 

 

Encryption use Blowfish Algorithm 

Algorithm for encryption using Blowfish algorithm: 

 

i= 1 

loop from I to 16 

Ri = Li-1 XOR Pi 

Li = F(Ri) XOR Ri-1 

 end loop 

 L17 = R17 XOR P18 

 R17 = L16 XOR P17 

 

Descryption on Blowfish Algorithm 

Algorithm for encryption using Blowfish algorithm: 



 

International Conference on Information Technology Applications and Systems (ICITAS) 

 

 

ICITAS 2018                 I-19 

 

 

 i= 1 

 loop from I to 16 

  Ri = Li-1 XOR P19-i 

  Li = F(Ri) XOR Ri-1 

 end loop 

 L17 = R16 XOR P1 

 R17 = L16 XOR P2 

 

The decryption process is almost identical to that of the 

encryption process. Sub-Keys P (1) to P (18) are used in 

reverse order P (1) to P (18), P (2) to P (17) and so on. In 

the decryption process the ciphertext is converted back into 

plaintext or its original state before it is encrypted. 

 

B. RESULT AND ANALYSIS 

 

Creation of E-Hospital mobile application user interface. 

Android based using eclipse software editor. 
  

 

 

 

 

 

 

 

 

 

 

 

 
  (a)   (b) 

Fig 5. E-Hospital Application Display 

 

Figure 5 above if described then,. In the picture (b) 

is the view of the E-Hospital application After the user 

successfully perform authentication process on the client 

side So the user can see the required data in accordance with 

the level of the user. If the user is a patient then can see 

patient data in the form of self data, history of disease and 

result of doctor diagnose. When the user login as a doctor or 

medical record then the user can melihta patient data as well 

as physician data in the form of personal data and 

prescription drugs in accordance with patients handled. 

Can be seen that the process of taking data from the 

client side successfully done. From the above view can 

dikethui Name, gender, doctor diagnosis, examination date 

and other patient data. The patient's user can display the 

history table of the disease where the table is related to the 

poly table, the chamber table and the diagnosis on the 

MySQL database. So it can be known poly examination of 

patients and information about the room for inpatients. 

 

 

 

 
Fig 6 Results Of Encryption from Process Take Data 

 In Figure 6 is the data sent from the server to the 

client side. The data is encrypted data (chipertext) so that 

when an attack on the network, the data will not be read 

clearly because the data sent is random data. 

 

 
 
Figure 7 Graph of time comparison of encryption between characters, 
numbers and letters 

 

 
Fig 8  Graph of time comparison of decryption between characters, 

numbers and letters. 

          

Average of time:  

 

Enkripsi :Trata2 =  ttotal / n 

   = 2.1721  =0.7………………(1) 
                           3 

Dekripsi :  Trata2 =  ttotal / n 

    = 2.2562 = 0.7520……..…...(2)                                              
            3 

From the above measurement results are tested on 

messages sent in the form of letters, numbers and symbols 

with the same number of inputs that the average time of 

encryption is faster than the decryption time. This is due to 

the addition of additional bits or padding at the time of 

encryption, thus causing the decryption process takes 

additional time as well. 

A. Comparison of Encryption and Decryption with Key 

Length 

Plaintext : surabaya 

 

 
                                                                                       
Fig 9 Comparison graph of Encryption and Decryption Time  with different 

number of keys 
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From figure 9 above, visible by using different 

keyword sizes from 32 bits to 448 bits can’t be done.  The 

speed and process speed is the same as the blowfish 

processing algorithm the bits that exist in the data. The 

generation of subkeys done before the process of encryption 

or decryption do. 

 

B. Testing of  Passive Network Attack  

 

 At this stage tested attack on the system that has 

been made with the assumption that the client who is 

accessing e-hospital application with the attacker is on the 

same network. This passive attack using NetworkMiner 

software, so it will be seen starting the existence of 

important information contained in the data packet flow to 

suspicious images sent from the client to the server. 

 

Testing is made with the concept of simulation, so the 

server is also in the same Wi-Fi network.  

 

 
Fig 10 Result of detection of data sent 

 

In Figure 10 is the result of a detection captured by the 

NetworkMinner software. But because the process of data 

transmission has been done first so that the encryption of 

data capture is a successful chipertext. This proves that the 

data on the client side successfully performed the encryption 

process. 

 

CONCLUSIONS  

 

1. The length of the key used does not affect the timing of 

the encryption and decryption process, because the 

blowfish algorithm processes the existing bits of the file 

and the generation of subkeys is performed before the 

encryption or decryption process is performed. 

2. From the above test results show that the average time 

of encryption is faster than the decryption time. This is 

due to the addition of additional bits or padding at the 

time of encryption, thus causing the decryption process 

takes additional time as well. 
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